\*\*Use this template to send to your family, co-workers, or within your organization to encourage MFA adoption.\*\*

Hello [INSERT NAME],

I ran across a campaign from the Cybersecurity and Infrastructure Security Agency (CISA) that I must share with you! There are cyber attacks in the news all the time, but there’s one trick that helps to make your accounts difficult to breach, called multi-factor authentication, or MFA. Using just a password to login to accounts is like shutting your door at night. MFA is like locking your door at night. You need to use #MoreThanAPassword! I use MFA on all my accounts and encourage you to do so as well.

**How MFA works**

When you enable MFA in your online services (like email, bank accounts, etc.), you enter a password like your normally would, but you need to also provide an authenticator (like a text to your phone, email, face recognition, or other form) to verify your identity before the service grants you access. If your password becomes compromised, bad actors won’t be able to gain access to your accounts because they can’t match the second authenticator.

**Here’s how to use MFA to secure your account**s

MFA is offered on almost every online service. Generally, you can turn on MFA by heading to the account settings section or in security settings. Here’s more info from CISA: cisa.gov/mfa

Let me know if you have any questions about enabling MFA. I hope this helps!